
 

 

 

 

 

 

  

         CompTIA Security+ 

 

                This is an on-line self-paced course which is roughly 28 hours in duration.  This course includes:  
 
Exam Description: 
   
The CompTIA Security+ exam will certify the successful candidate has the knowledge and skills required to install and 
configure systems to secure applications, networks, and devices; perform threat analysis and respond with appropriate 
mitigation techniques; participate in risk mitigation activities; and operate with an awareness of applicable policies, 
laws, and regulations. The successful candidate will perform these tasks to support the principles of confidentiality, 
integrity, and availability. 

• Critical security concepts to helping networking professionals work with security practitioners 

• Key cloud computing best practices and typical service models 

• Coverage of newer hardware and virtualization techniques 

• Concepts to give individuals the combination of skills to keep the network resilient 
   

CertMaster Practice   
 
The CompTIA CertMaster family of products offers you options for wherever you are in the certification journey.  
Whether you need a final review before your exam with CompTIA CertMaster Practice or need to renew your 
certification with CompTIA CertMaster CE, CompTIA CertMaster's online training tool has you covered. 
 
CompTIA Security+ eBook 
   
This e-book study guide is designed to teach the fundamental principles, it includes a mapping of the topics to exam 
objectives delivered in an engaging e-Reader with bookmark, highlight, search and mobile capabilities. 
 
ITPRO Video - $400 (needs to be purchased separately) 
 
This series is focused on CompTIA’s Security+ certifications. Security+ is a vendor-neutral certification that is recognized 
worldwide as a benchmark for information system security best practices. The series is intended for aspiring IT security 
professionals entering security.  The series follows the CompTIA specified objectives for the SY0-501 exam. 
 
ITPRO Library package must be purchased ta access the instruction.  
 
Recommend Experience - CompTIA Network+ and two years of experience in IT administration with a security focus 
 
 
 



 
CompTIA Certification Pathway 
 
CompTIA Cybersecurity Analyst (CySA+) focuses on defense through incident detection and response at the 
intermediate-skills level of the cybersecurity career pathway. Enter where appropriate for you. Consider your experience 
and existing certifications or course of study. 
 
 
 
 


